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Chapter 1 -  Introduction

1.1 General Requirements

This standard defines the characteristics of data link transceivers and related equipment which allow those components to exchange information, in support of a wide variety of test and training range applications.  Typical applications include control of unmanned vehicles and other automated equipment (e.g., threat simulators), reporting of position and status, and related digital communications.

1.2 Background

Many functions performed at military test and training ranges involve the use of radio-based digital data communications for control and status reporting.  Traditionally, data link subsystems providing such communications have been embedded in the systems providing the overall functions, and have been newly designed whenever a new system is developed, uniquely optimized to perform the specific functions required by the new system (i.e., “point solutions”).  

Project FIT was chartered to examine the totality of range data link applications and determine whether some applications could be performed by data link components built in conformance with a common standard.  A comprehensive survey completed in 1995 showed that about 75% of all range applications had such similar radio communications needs that they could be satisfied with a common data link if that link were sufficiently flexible to allow it to be appropriately tailored to each application.  (i.e., a “general” rather than a “point” solution)

1.3 Purpose

This standard defines the characteristics of the common data link family that enable its widespread use in a variety of range applications.  Developing data link equipment in compliance with this standard will ensure interoperability, thus enabling:

· Seamless Operation – Coverage of equipped vehicles over a large geographical area, throughout the operating regions of multiple ranges, without the need to carry different data link transceivers (as is necessary today).

· Sharing of Equipment – Use of transceiver equipment owned by and normally used at one range, to temporarily support a large-scale operation at another range.

· Use in New Applications – Adaptation of already-built data link hardware to new applications, with minimal tailoring difficulty.

This standard addresses only those data link equipment characteristics required to enable interoperability, such as waveforms, message-handling procedures, and interfaces with applications.  It is intended for use in conjunction with additional specifications (peculiar to the particular application) that would define mechanical configurations, operating environments, R&M, and some communications performance limitations (e.g., output power). 

1.4 Application guidance

This standard is applicable to the design and development of new ranges data link systems.  Attempts to retrofit existing systems for compliance should be evaluated on an individual cost basis.

1.5 Tailoring

This standard defines the operation of a wide variety of data link components used in many different range applications.  Full compliance with it will ensure full interoperability and the capability to perform all functions required by all applications.  In some situations, the entire set of functions will not be required, and selected functionality can be omitted in the interest of cost saving.  For example, in some short-range ground to ground applications where thorough coverage exists, relaying functionality could be omitted from smaller transceivers.  Similarly, transmitted signal bandwidth considerations could be relaxed in applications where adjacent-channel interference is not anticipated.  Functionality that can be omitted or relaxed includes relaying, high-rate (message type 1) message generation, connectivity reporting, duty factor and output power, power control, and simultaneous participation on multiple nets.  It should be noted that such omission could negate the capability to share transceivers among various installations, and clear and significant cost savings should be a prerequisite to removal of any functionality.

1.6 Applicable documents

1.6.1 Government documents

The following standards and documents form part of this document to the extent specified in sections 3 and 4. Unless otherwise specified, the applicable issues of military standards are those listed in the issue of the Department of Defense Index of Specifications and Standards (DODSSP) and supplements thereto, cited in the solicitation.  Copies of these standards are available from:

Department of Defense Single Stock Point (DODSSP)

Building 4/Section D

700 Robbins Avenue

Philadelphia, PA 19111-5098

Internet address; http://dodssp.daps.mil/
{include reference for ARDS ICD-36800042}

1.6.2 









1.7 Definitions, abbreviations, acronyms and references

Definitions of terms used in this standard are defined in the table below. Abbreviations and acronyms are defined in table 2.

Table 1:  Definitions
Access
The ability to communicate with or to make use of network resource.

Address
The coded representation of the source or destination of a communication.

Adjacent Channel Selectivity
Adjacent channel selectivity is the receiver’s ability to receive a desired signal on its assigned frequency channel in the presence of a signal on an adjacent channel at a given frequency offset from the center frequency of the assigned channel.

Authorized Bandwidth
Authorized bandwidth is for purposes of the document, the necessary bandwidth (bandwidth required for transmission and reception of intelligence) and does not include allowances for transmitter drift or Doppler shift.

Channel, Virtual
A communications path characterized by such parameters as time, frequency and bandwidth through which digital information may flow.

Channel, Frequency
A frequency band over which messages are transmitted or received within a net.

Virtual Control Channel
A sequence of time slots on which network control messages is passed to and from participants to maintain efficient net operation.

Cyclic Redundancy check (CRC)
A type of error detecting scheme that uses parity bits generated by a polynomial encoding and decoding algorithms to detect error in the received message.

Data
Any user-supplied information transmitted over a channel.

Diversity
A process by which several replicas of the same information bearing signal are transmitted and received over multiple channels or paths which exhibit independent fading characteristics.

Eb/N0
Eb is the average signal energy per transmitted information bit. N0 is the noise spectral density normalized to a one Hz bandwidth. The ratio Eb/N0 is frequently used to represent the input signal power required per bit of information per second in the presence of a given noise power spectral density of N0 Watts per Hertz for a given bit error rate.

Epoch
An epoch consists of 3330 time slots and occupies ten seconds.

Error Correction Coding
The process of introducing redundancy in the information sequence in a controlled manner such that the redundancy can be used at the receiver to overcome the effects of noise and interference encountered in the transmission channel, thus increasing the reliability of the received data.

Frequency uncertainty
The difference between a received signal’s expected frequency and its actual frequency.  Frequency uncertainty  results when there is a difference in frequency between reference oscillators,  when there is a frequency shift due to Doppler effects,  or if there are frequency-setting inaccuracies.

Group Address
A collective address that maps into a multiplicity of destination addresses.

Inner Code
In a concatenated coding system the inner code is the code applied just before modulation.

Interleaving
Interleaving is a processes that shuffles the code symbols over a span of several block lengths or several constraint lengths.

Message
The block of information sent during a single TDMA time slot.

Multiple Access Technique
A multiple access technique allows multiple users to share a common transmission medium without creating uncontrollable interference to each other.

Necessary Bandwidth
For a given class of emission, the width of the frequency band which is just sufficient to ensure the transmission of the information at the rate and with the quality required under specified conditions.

Net
A coordinated collection of participants, channels and time slots such that the participants are able to communicate with one another.

Occupied Bandwidth
The width of a frequency band such that below the lower and above the upper frequency limits of that band, the total signal power emitted is equal to a specified percentage of the total emitted power.  Unless otherwise specified, the specified percentage shall be 0.5 percent in each of the adjacent bands.  The occupied bandwidth is also called the 99 percent power bandwidth in this document.

Outer Code
In a concatenated coding system the outer code is the code applied to the data first (before any other code or interleaving).

Preamble
A signal segment modulated by a predetermined pattern used for acquisition.

Random Access
A technique for multiple stations to access radio channels without prior scheduling.

Spurious Emissions
Any unwanted narrowband signal or emission not within the occupied bandwidth,  whether related to the transmitter frequency  or  not.

Symbol
Basic unit of  transmission over the RF medium. May be different from a bit if channel coding is used.

TDMA/FDMA
A hybrid multiple access system where time slots and frequencies are used to allocate network resources to various participants.

Table 2: Abbreviations and acronyms

ACI
Adjacent Channel Interference

AWGN
Additive White Gaussian Noise

BER
Bit Error Rate

C/PM
Control / Processing Module

CCI
Co Channel Interference

COMSEC
communications security

CRC
Cyclic Redundancy Check

dB
decibel

dBc
Decibels relative to the carrier

dBm
Power in dB relative to 1 mW 

FEC
Forward error correction

FIT
Flexible Interoperable Transceiver

FM
Frequency Modulation

FDMA
Frequency Division Multiple Access

FSK
Frequency Shift Keying

GMSK
Gaussian Minimum Shift Keying

IF
Intermediate Frequency

IOM
Input / Output Module

ISO
International Standards Organization

IRIG
Inter-Range Instrumentation Group

MAR
Message Acceptance Rate

MSB
Most Significant Bit

NLA
Non Linear Amplifier

NRZ
Non Return to Zero

OQPSK
Offset Quadrature Phase Shift Keying

OSI
Open Standards Interface

RF
Radio Frequency

RS
Reed Solomon (Type of Block Coding)

RSSI
Received Signal Strength Indication

SATCOM
Satellite Communications

SOQPSK
Shaped Offset Quadrature Phase Shift Keying

TDMA
Time-Division Multiple Access

TSPI
Time-Space-Position Information

UHF
Ultra High Frequency

Chapter 2 -  General

2.1 Datalink Architecture

Different installations employing equipment built in compliance with this standard will be configured differently, in accordance with the applications for which they are intended. A set of typical installation configurations is presented in Figures 1-3, representative of the wide diversity of possible system configurations.  Transceiver architecture is also illustrated, in Figure 4.  Figure 1 shows a typical range installation with fixed ground sites.
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Figure  AUTONUM  Typical range installation with multiple hardwired ground sites, mixture of user platforms capable of direct inter platform communication and relaying.
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Figure  AUTONUM  Mobile control facility with dedicated mobile relay.
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Figure  AUTONUM  Detached self-controlled player group.

In most instances, configuration will be star-like, figure 1.  One or more fixed ground-based transceivers will be employed, connected through wire or fiber or fixed-microwave circuits to one or more ground control facilities.  Ground-based transceivers will enable radio connectivity to mobile platforms, either over direct line-of-sight paths or through other platforms acting as relays.  In some instances (Figure 2), ground-based transceivers and/or control facilities will be mobile.  In other instances (Figure 3) there will be no central control facilities, or a subset of the mobile platforms will be beyond range of them, the mobile platforms will communicate only with one another, and data link control will be exercised by one of the platforms.  In most situations, ordinary transceivers will be capable of providing relay services. In some applications, use of dedicated relay transceivers (e.g., with higher power) will be forced.  In other applications, relaying will not be provided.  In some situations, system configuration will change during the mission.  For example, a group of aircraft out of range of ground transceivers will be capable of communication with one another.  As they move within range of ground facilities, they will automatically re-establish contact with them, and the ground facilities will exercise control over aircraft transceivers.  System configuration and reconfiguration will be controlled automatically through use of special control messages, passed within the data link system. 
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Figure  AUTONUM  Transceiver architecture

Figure 4 illustrates transceiver architecture, which is consistent with the multi-layer open system interconnection (OSI) reference architecture promulgated by ISO (the “7-layer model”).  Here, the layered structure pertains not only to software functional modules but to hardware modules as well.  Physical and link-layer functions are performed within removable “RF Modules” that operate over different frequency ranges, with various power outputs.  (RF modules that are backward compatible with existing “legacy systems” are also allowed.)  Net control and transceiver control functions are performed in “Control/Processor modules”, capable of accommodating one or more RF modules.  Control/Processor Modules will similarly accommodate multiple “interface modules”, compliant with various common platform interface standards (e.g., MIL-STD-1553), and power-supply modules. 

RF module functions are similar also to those performed in the physical layer of cellular telephone system reference models, and Control/Processor Module functions are similar to, but more comprehensive than those performed in the Media Access Control layer, since they include relaying and associated routing.  Consistent with the OSI philosophy, higher-layer functionality (i.e., session, presentation and application layers) will be performed in the systems in which data link components will be embedded.  Thus, as shown in figure 5, the data link will be “transparent” to the application, simply passing message data delivered to it for transmission intact to the appropriate recipients, without reading or processing that data.  Prior to transmission of each message of such data, the data link system will “wrap” it with appropriate data link control information.  This control information will be used and perhaps modified by relaying transceivers, and stripped off by the recipient transceiver prior to presenting the message data to the higher layers.  Encryption will be provided in the higher layers by host systems.  Alternatively, the data link system will provide end-to-end encryption through functionality within certain interface modules. Control (header) information added and used by data link transceivers will not be encrypted.
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Figure  AUTONUM  Message block flow through typical delivery path, showing various control headers

Chapter 3 -  Detailed Requirements 

This section provides a detailed technical description of the FIT hardware, software, and networking principles.

3.1 Transceiver

This section defines those standardization items, which pertain to the transceiver, comprised of the radio transmitter, receiver, modulator, demodulator, controller and interface to the host platform. The RF module contains the radio frequency circuits that interface to the antenna and perform the frequency translation to base band.  Within the RF module modulation and demodulation of the base band signal takes place.  The controller module implements the link and network layer function of the transceiver.  The interface module contains standard interfaces such as RS-232, Ethernet or MIL-STD-1553, which connect the transceiver to the host platform. 

The transceiver is divided into three general functional modules, as shown in the Figure 6, below, and described in detail in Section 3.1.  Data link net and system control functions are implemented in software in the control element, either in a separate computer dedicated to net/system control, or in a designated transceiver, in the case of tetherless operation.  These functions are discussed in Section 3.2.

RF Module
Transceiver Control/Processor Module
Interface Module


Figure 6. Transceiver functional modules
This standard attempts to define the external interfaces to and functions performed by the transceiver and control segment, not implementation details internal to any of the modules.  However, in some cases guidelines will be given on various implementation items.

3.1.1 Transceiver RF Module

Several areas within the RF module are addressed in the standard.  These include items related to spectral occupancy, receiver and transmitter operation, modulation, and physical layer message structure.

3.1.1.1 Radio Frequency Spectrum Usage

The frequency bands listed in Table 3 are DoD frequencies recommended for use with FIT. While this standard does not mandate the use of any of these bands, the band selected for initial implementation and demonstration of prototype equipment is L-Band.  Other RF bands may be considered depending on applications.  This standard is independent of band selection and may be tailored for operation in any of the bands listed in the table. Employing a bandwidth-efficient modulation technique minimizes usage of the electromagnetic spectrum.  Additionally, the network architecture and multiple-access approach provides for efficient spectrum utilization, as described later in this document.  This section covers those standardization items related to spectrum usage. The spectrum requirements for equipment operating in accordance with this standard shall meet the following criteria. 

Table 3: Radio Frequency bands

Frequency 
Band
Notes

225-400 MHz
UHF
may support low data rate A/G (air to ground) and ground based training applications in US and Europe

1350-1525 MHz*
L
may support A/G training applications in US

1755- 1840 MHz
Lower S
may support A/G training applications in US

* initial choice



3.1.1.2 Frequency Tolerance and Accuracy

The carrier frequency tolerance shall be ±2 ppm or better.  This requirement includes initial error at room temperature, variation induced by operating temperature changes and aging-related drift over a five-year period.

3.1.1.3 Frequency Tuning Step

The carrier frequency shall be tunable in steps of 500 kHz.

3.1.1.4 Instantaneous Transmission Rate

The nominal instantaneous transmission rate shall be 1.28568 Mega Symbols per secnd (Msymbps), determined by the TDMA slot rate of 330 slots per second, and the packet format of 3896 symbol periods per slot.  The data rate shall be accurate to within ±2 ppm.

3.1.1.5 Modulation

The FIT will use a spectral efficient form of modulation that is compatible with MIL-STD-188-182, pages 72-76.  Modulation waveforms that are known to be compatible are the SOQPSK-A (as defined by Nova Engineering in  Appendex A)and the Digcom, Inc.  Feher-patented Quadrature Phase Shift Key (FQPSK).  Compatible/Equivalence is defined for purposes of this Standard as meeting the requirements of sections 3.1.1.6 through 3.1.1.10.  
3.1.1.6 Spectral Mask
The spectrum of the continuous (not burst mode) 1.28568 Mbps signal shall fall within the spectral mask shown in Figure 7, which is defined as follows:
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where

f is  frequency in MHz

fc is carrier frequency in MHz

The upper frequency offset limit corresponds to M=-80 dBc. The following specific spectrum analyzer settings (Hewlett-Packard model 8566B or equivalent) shall be used to determine compliance with the following settings while the transceiver is operating in TDMA mode: resolution bandwidth 10 kHz, video bandwidth 1 kHz and maximum hold detector. 
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Figure  AUTONUM  FIT spectral mask
3.1.1.6 Phase Noise

The transmitter intrinsic random phase noise shall not exceed the limits shown in Figure 8 below. In addition, the total power associated with phase noise occurring at discrete frequencies, if present, shall not exceed –20 dBc.
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Figure  AUTONUM  Phase noise limits

3.1.1.7 Message Acceptance Rate Performance

The transceiver shall meet the MAR per Eb/N0 requirements as shown in the following table.  The MAR is measured in AWGN with error correction coding as defined in this standard.  The MAR requirement shall include all facets of receiving a message, including phase and timing estimation, preamble detection, identification of message type, and decoding of the information content.  The CRC shall be used as the means of defining message acceptance.

Table 4: MAR vs. Eb/No limits


Maximum Eb/N0 (dB) per Message type

Minimum Allowable MAR (AWGN)
Type 1
Type 2
Type 3
Type 4

90%
9.0
8.0
TBD
TBD

99%
12.5
11.5
TBD
TBD

99.9%
14.0
13.0
TBD
TBD

99.99%
15.0
14.0
TBD
TBD

3.1.1.8 Adjacent-Channel Interference

The value of Eb/N0 required to achieve a MAR = 99% shall not increase by more than 1 dB from the value specified in section 3.1.1.5 when the desired signal is subjected to adjacent channel interference from one interfering signal of the same type.  The interference source will be at the same bit rate as the desired signal, offset from the desired carrier frequency by the offset amount shown in Table 5, and at the power level shown in the table 5, relative to the desired signal. This requirement applies to ACI on both the high frequency and low frequency side of the desired signal.

Table 5: ACI offset and power parameters

Offset in kHz
Power level of interfering source, relative to the desired signal

1500
20 dB

2000
40 dB

2500
60 dB

3000
80 dB

6000
90 dB

This performance shall be met when the interfering signal and desired signal sources are both operating in burst mode, transmitting on assigned time slot boundaries.  To represent the effects of burst timing offsets due to propagation delays, the interfering signal's time reference shall be stepped through a timing offset relative to the desired signal ranging from 0 to 1 slot time.  Compliance with required MAR shall apply at all points within this range.  Both the desired and interfering sources shall employ random data in the information segment of the message, and shall use the acquisition preamble specified in section 3.1.2.1 of this standard.

3.1.1.9 Co-Channel Interference

The value of Eb/N0 required to achieve a MAR = 99% shall not increase by more than 1 dB when the desired signal is subjected to Co-Channel Interference (CCI) from an interfering signal of the same type.  The interfering source will be at the same bit rate as the desired signal, offset from the desired carrier frequency by no more than 0.002% with a power level 20 dB lower than the desired signal.

3.1.1.10 Tuning Speed

The transceiver shall be capable of switching the transmit and receive frequency from any channel to any other channel within the duration of one time slot (3.03 ms), without degradation in performance. 

3.1.1.11 Received Signal Strength Measurement

RSSI shall be provided in dB over the input signal level range from -90 dBm to -20 dBm.  This measurement shall be provided to the control functions of the transceiver controller for link and network layer functions and transmission to other systems elements.   RSSI measurement shall be made with a resolution of at least five bits and shall increase monotonically over the specified RF signal range.

3.1.1.12 Antenna Port

The antenna port impedance shall be 50 ohms nominal.

3.1.1.13 Symbol Timing Jitter

The maximum allowable modulation timing jitter shall be (1%, peak, of symbol period.  

3.1.1.14 Message Response Time

If the network is operating on a single frequency, the FIT shall be capable of transmitting (or receiving) in the n-th time slot and receiving (or transmitting) in the (n+1)-th time slot.  If a given transceiver is transmitting and receiving on different frequencies, the FIT shall be capable of transmitting (or receiving) in the n-th time slot and receiving (or transmitting) in the (n+2)-th time slot, if frequency diversity is not implemented.
3.1.2 Control/Processor Module

The Control/Processor Module performs a variety of signal processing, message-processing and transceiver control functions, essentially all functions implemented in software.  It accepts raw complex samples of received signals, processes these to recover the embedded data, implements associated protocols, and manages the transfer of received data to appropriate host systems through the proper I/O interfaces.  It accepts information from host systems, manages its formatting, assembles the message, and feeds it to the RF module for transmission.  It generates, accepts and acts upon control messages, which regulate net configuration to remain responsive to user needs.  (Net control is exercised in coordination with the Control Segment, discussed in section 3.2, below. 

3.1.2.1 Message Structure 

This section defines the structure of the transmitted message.  Four different sizes are defined in this standard, as shown below.  Messages have several segments: preamble, header, information content and tail.  The amount of information content varies with message size as shown in the following table.

Table 6: Size of message information content

Message Type
Information content, bits
Suggested Usage

1 (standard)
736
Compatible with ARDS

2 (high-rate)
1159
Certain Target control Applications

3 (half-rate)
410
Ground to ground, disadvantaged

4 (quarter-rate)
202
Ground to ground, disadvantaged

The high-rate message supports those few missions that require larger messages than the standard 736-bit message.  The lower-rate messages are for use in ground-to-ground applications, where messages are generally short, low-power transceivers are employed, and additional energy per bit is desirable to compensate for that.  Message time duration is comparable for all types, and error-correcting codes with lower rates are employed with the shorter message payloads, to maintain the transmission rate (in symbols/second) constant.
The components of the message are shown in the table below, and described in the following sections.

Table 7: Message segments

Segment
Length and Function

Start 
16 bits, fixed pseudorandom sequence; Transmitter turn-on (rise time)

Preamble
128 bits, fixed pattern with good autocorrelation properties

Header*
Addressing, control and status bits: 80 bits

Information*
User-furnished data: 202 to 1159 data bits depending on message type

CRC
24 bits (CRC-24), used for error-detection

Tail
6 bits, used for flushing the convolution encoder, when needed

End
16 symbols, fixed pseudorandom sequence; Transmitter turn-off (fall time)


* In certain cases, header length can be tailored; can be greater or less if corresponding can is made to information
The start, preamble, and end are fixed sequences of channel symbols.  Other segments are forward-error-correction coded, and equate to different numbers of symbols depending on FEC rate.  For example, for a type 1 (standard) message, half-rate convolutional coding is used.  The 80-bit header, 736-bit message content, 24-bit checksum, and 6-bit tail (totaling 846 bits) are mapped into 1692 channel symbols, to which the 128-bit preamble and 32 start/end symbols are appended.  The other message types contain comparable numbers of symbols.

· Start segment: The 16-bit start segment consists of the fixed pattern EB90 hex.  During its transmission the transmitter ramps up in power, to not less than 90% of its full power.  This segment is not coded.

· Preamble segment: The preamble consists of 128 bits.  This segment is not coded.  The 128 bits (64 symbols) are allocated into (4) 32-bit (16-symbol) words, which encode the 4 message types and resolve the 4-fold QPSK phase ambiguity.  The specific preamble words are defined below.  This segment coded.
· 
· Header segment: Contains 16-bit source and destination addresses, and various control data.  This segment is coded.

· Information segment: The information segment contains the message information.  The four lengths defined by the four message types range from 202 to 1159 bits.  The content of this segment is defined by the host application, and is transparent to the data link operation.  This segment may be encrypted if required.

· CRC: A 24 bit message check sequence.  The CRC is applied over the header and information segments. This segment coded.
· Tail segment: The tail segment is 6 bits long, all zeros.  The corresponding channel symbol pattern is dependent upon the contents of the convolution encoder at the end of the message content.  This segment is coded.   

· End segment: The end segment contains 16 channel symbols, with the bit pattern EB90 hex.  During its transmission the transmitter ramps down in power, to not more than 5% of full power.  This segment is not coded.

To provide consistent notation, the Most Significant Bit (MSB) in a word shall be numbered “one”.  Each word of the transmitted message shall be transmitted MSB first.
3.1.2.1.1 Preamble Segment 

The burst preamble shall consist of four concatenated 32-bit sequences as shown below.  The notation "X\" is read as "X inverted."

Message Type
Preamble Sequence

1
A B C D

2
A B C D\

3
A B C\ D

4
A B C\ D\

The sequences are defined as 

 A  = 0 1 1 1 0 0 0 0 1 0 0 0 0 1 1 0 0 1 0 0 1 0 1 1 1 1 0 0 0 0 0 1

 B  = 1 1 1 0 0 1 0 1 0 0 0 0 0 0 0 1 0 1 1 1 1 1 0 0 0 0 0 1 0 0 0 1

 C  = 1 0 0 0 1 0 1 0 1 0 1 0 0 0 1 1 0 0 1 0 1 0 1 0 0 0 0 0 1 1 0 1

 D  = 1 0 0 1 1 0 0 0 0 0 0 1 0 0 1 1 1 1 0 0 1 1 0 0 1 1 1 1 0 1 1 0

The sequences are transmitted MSB first.  The leftmost bit of the sequence is the MSB. The first bit of the sequence is defined to the I channel, the second bit is assigned to the Q channel (delayed by one bit period from the first bit), and so forth.

The message assembly process for a Type 1 message is depicted in Figure 9 below.
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Figure 9. Message Assembly Flow (Type 1)


3.1.2.2 Net Structure 

The transceiver operates as a single message source and recipient on a TDMA net, which can accommodate up to 3300 different transceivers, and is controlled by a Control Segment, as described in section 4 of this standard.  (In some cases when functions are appropriately time-shared, a single transceiver can participate simultaneously on more than one net, by switching frequency at appropriate instants.  Similarly, a single Control Segment can control the operation of two nets.)  

An individual net contains 330 timeslots per second.  A TDMA epoch is 10 seconds long, and consists of 3300 timeslots, sequentially numbered.  Each time slot is approximately 3.03 milliseconds long.  Figure 9 illustrates the concept of the TDMA epoch.  The table below gives the basic timing information within the timeslot, for each type of message.  
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Figure  AUTONUM  TMDA structure

As shown in the figure above, each time slot is divided into parts.  During the first part the messages is transmitted on frequency F1 and during the second half of the time slot the message can be repeated on frequency F2, if frequency diversity is enabled.  (The form of frequency diversity implemented in the FIT standard involves 2-frequency transmission of identical messages during each time slot.  If a participant fails to detect the earlier message on F1, he then switches to F2, and attempts detection of the later version of the message.  This mode of operation is optional, effective only when local frequency assignment policy allows dual-frequency operation on frequency channels that are sufficiently well-separated.)

Table 8: Breakdown of message components

Message Type
1
2
3
4

Number of information bits
736
1159



Header
80
80



CRC
24
24



Tail
6
6



Total Base band bits
846
1269



Outer code, RS





K, bytes





N, bytes





Total, bits





Fill, bits





Total base band bits plus outer code bits
846
1269



Inner code, Convolutional





rate
0.5
0.75



K
7
7



Total, bits
1692
1692



Preamble
128
128



guard
32
32



Total channel bits per message
1852
1852



Table 8 shows a breakdown of each message type.  In each case the transmission rate is 1.286 Mbps, or 643 ksps.  Channel coding will be described in following sections.

3.1.2.3 Forward Error Correction

This section describes the forward error correction that shall be utilized under this standard.  The table below gives the details on each option allowed.

Table 9: Forward error correction used in each message type

Message Type
FEC Description
Net Code Rate

1
Rate 1/2 convolutional K=7, interleaved
1/2

2
Rate 3/4 convolutional K=7, interleaved
3/4

3
TBD
TBD

4
TBD
TBD

3.1.2.3.1 Type 1 Messages

Type 1 messages employ convolutional coding over the header and information segments. The code is defined as rate 1/2, K = 7 convolutional code.  The encoded block is interleaved as defined in the section below on interleaving.

3.1.2.3.2 Type 2 Messages

Type 2 messages employ convolutional coding over the header and information segments.  The code is defined as rate 3/4, K=7.  The encoded block is interleaved as defined in the section below on interleaving.

3.1.2.3.3 Type 3 Messages

Type 3 messages employ TBD coding over the header and information segment.
3.1.2.3.4 Type 4 Messages

Type 4 messages employ TBD coding over the header and information segment.  


3.1.2.3.5 Reed-Solomon FEC

{We’ll need to specify different RS codes for the different message types}

The Reed-Solomon code is defined over the finite field GF(28).  The primitive polynomial of the Galois field is:


P(x) = x8 + x7 + x2 + x + 1

The generator polynomial is given by:
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where R ( {2,3,4,5,...20}

3.1.2.3.6 Convolutional FEC

Convolutional code rate 1/2, K = 7 is defined as follows.  See figure 10 for circuit implementation.  The code taps are P1 = 1111001, P2 = 1011011 and P3 = 1100101.  The encoder is initially loaded with all zeros.  When the first data bit is shifted into the encoder, the encoder outputs P1 and P2 will provide the first and second bits to be transmitted, receptively.  A new data bit is then shifted into the encoder (left most position in figure 10), and one bit (right most position in figure 10) is shifted out of the encoder.  The encoder outputs P1 and P2 then provide the next two bits to be transmitted (in the order P1 followed by P2).  The process of shifting data into the encoder and taking data from the encoder outputs P1 and P2 continues.  Following the last data bit, six zeros (the flush bit field) are shifted into the encoder to produce that last twelve encoded bits.  For rate 1/3 K = 7 bit P3 is transmitted after P2.
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Figure  AUTONUM  Rate 1/2, K=7 convolutional encoder

Convolutional code rate 3/4, k = 7 is defined as follows.  The puncturing of the convolutional code shall be done as follows.  The output sequence from the rate 1/2 encoder is given by P1 and P2 as described above.  This data stream is shown below.

P11
P12
P13
P14
P15
P16

P21
P22
P23
P24
P25
P26

The highlighted symbols are deleted (punctured) from the sequence before they are transmitted.  The transmitted symbols are shown below.

P11
P13
P14
P16

P21
P22
P24
P25

The transmission order in the figure above is P11, P21, P13, P22, P14, P24, P16, P25.  The P1 puncture pattern is 101 and the P2 puncture pattern is 110.  Null symbols are inserted at the receiver prior to being put into the decoder.  Puncture coding allows the rate 3/4 encoder to be implemented with a rate 1/2 generator.  The recommended trace back depth is 38 states or more.

3.1.2.3.7 Interleaving

Coded data to be transmitted is first interleaved (scrambled) to mitigate the effects of short bursts of errors in the channel.  Upon receipt, receiver processing inverts the interleaving process, thereby transforming error bursts into a more nearly uniform error distribution.  The interleaving shall use an array size of 36 rows by 47 columns. Interleaving is accomplished by writing the bits to be transmitted into the array row by row and reading them out column by column.  The inverse of this process is to be used for reception of data.

3.1.2.4 Randomizing

All data are randomized prior to forward error-correction.  The randomizer shall be as depicted below.  The randomizer shall be non-self-synchronizing and shall be applied to the transmitted sequence beginning with the first bit after the last bit of the preamble, as shown in the figure below.  The same structure shall be used at both the transmitter and the receiver.
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Figure 12. Randomizer.

3.1.2.5 Error Detection

Error detection is accomplished using a cyclic redundancy check code, with the generator polynomial given by:

G(x) = x24 + x23 + x18 + x17 + x14 + x11 + x10 + x7 + x6 + x5 + x4 + x3 + x + 1

The transmitted CRC is the remainder after an integer divide of the generator polynomial G(x) into the data polynomial D(x) for which the error detection code is to be generated.  The circuit below implements the division.  The transmitted CRC is the contents of the shift register after all the data has been shifted in.
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Figure 13. CRC Polynomial.

3.1.2.6 Control Functions Performed in the Network Layer
In conjunction with the Control Segment, whose functionality is defined in Section 3.2,  the C/PMs in individual transceivers exercise net control functions, using the following data, processes, and procedures.

3.1.2.6.1 Control Process Overview

A net is defined as the set of user transceivers and associated control entity, which operate on a single frequency channel (or two such channels, when frequency diversity is employed).  The 3300 net timeslots contained in each epoch may be assigned in any combination to the various net members by the control entity, with the constraint that only one transceiver is assigned to transmit during any timeslot.  Control functions are generally performed by a fixed, ground-based Control Segment (CS), co-located with recording, display, and exercise control functions.  In some “tetherless” applications, control functions are instead performed by a designated mobile user transceiver.  (but not in the dem/val equipment) 

Control functions exercised during system operation include initial configuration and dynamic reconfiguration of individual transceivers within the net, monitoring of net operation and quality of service during the mission, and modifying net configuration during the mission to enhance quality of service or respond to changing demands for service.  These functions are performed using Control Messages transmitted and received on Control Channels. Prior to and subsequent to the mission, the CS will also support mission planning and review functions.

3.1.2.6.2 Message Types used to Perform Control Functions

Several message types are used within the data link system to effect internal control of the system.  These messages are listed in table 1, and discussed in the following paragraphs.

Table 10: Control Message Family

Message type
Sent by
Function
Phase

Beacon
CS
Initial timing, entry commands
Net entry

Sub-beacon
CS
Additional entry commands (optional)
Net entry

Reporting Assignment
CS
Initiate/Modify data transmission
All

Listening Assignment
CS
Initiate/Modify data reception
All

Relaying Assignment
CS
Initiate/Modify data relaying
All

Status/Connectivity
User
Report user configuration and connection
All

3.1.2.6.2.1 Beacon Message 

Beacon messages are transmitted from the CS with appropriate timing correction to ensure that they are radiated from individual ground sites at timeslot boundaries.  One beacon message is transmitted per epoch, always in timeslot 0 (the first timeslot in the epoch), and so beacon messages always occur at a 0.1 per second rate.  User transceivers are pre-programmed to listen for beacon messages upon initial turn-on, and use them to establish initial timing and slot synchronization.  Beacon messages contain several items of information that are necessary to establish initial net entry:

· Identification of the net and the CS

· Instructions for monitoring sub-beacon messages

· Instructions for contention entry into the net

· Initial response requests, by which the CS individually instructs users that have not yet joined the net to report in on an assigned timeslot with an assigned address, and to report status 

· Initial response acknowledgements, telling users who have reported in that they have been entered into the net, and instructing them on how to obtain further configuration instructions

3.1.2.6.2.2 Sub-beacon Message

Beacon messages contain both information of a broadcast nature (e.g., instructions for contention entry) and information addressed to individual users instructing them on net entry.  When large numbers of users must be processed for net entry, the slow update rate (0.1/sec) of the beacon messages is insufficient, so optional sub-beacon messages can be added to provide a higher rate.  The user upon turn-on monitors the beacon message, determines from it when to listen to sub-beacons, and then monitors both until it hears its ID in an initial response request.

3.1.2.6.2.3 Reporting Assignment

When a transceiver has been remotely configured and time-synchronized, its instructions on what information to transmit, when to transmit it, and what protocol/process to use are fed to it by a set of Reporting Assignment Messages from the CS, which it receives over the Control Channel.  Each Reporting Assignment deals with a particular type of information reporting (e.g., TSPI transmission on a regular basis), and commands the transceiver to transmit on a specified set of timeslots (called a “channel”).  A channel is defined by the number within the epoch of the first assigned timeslot, and the interval between subsequent timeslots.  The latter is generally a submultiple of 3300, so the timeslots assigned to the channel repeat at regular intervals.  The reporting assignment also includes command information on where (through which interface) to obtain the information, what protocol to use to send it (e.g., broadcast, ack/nak using channel A, etc.), and how to address it.
3.1.2.6.2.4 .1 Reporting Rate

The Reporting Rate is related to the interval between adjacent timeslots assigned to the channel by:

(interval) = 330/(rate).

Repetition intervals are normally submultiples of 3300, so an integral number of assigned timeslots is contained within each epoch, and spacings remain consistent across epoch boundaries.  Common rates are given in the table below, but any number of timeslots can be assigned as a reporting interval, should the application warrant.

Table 11: Reporting rate

Reporting Rate
Interval
Typical Use

0.1 (slow)
3300 slots (10 sec.)
Ground Troop Status Reporting

0.5 (medium)
660 slots (2 sec.)
Aircraft Position Reporting

1 (moderate)
330 slots (1 sec.)
Hi-Performance Aircraft Reporting

5 (fast)
66 slots (0.2 sec.)
Hi-Dynamic Aircraft Testing

10 (very fast)
33 slots (0.1 sec.)
Drone Control

30 (max rate)
11 slots (0.03 sec.)
Hi-Dynamic Aircraft Direct Control

3.1.2.6.2.5 Listening Assignment

Transceivers monitor all timeslots on their nets, to gather connectivity quality information (which they report using connectivity reports, described below).  Listening assignments, transmitted to them from the Control Segment, instruct them to receive, process and transfer particular information to a host application.  Each includes processing instructions, protocol type and details, and I/O processing commands.  Unlike reporting assignments, a listening assignment can include more than one channel, when time diversity or relaying is used.  For example, a vehicular transceiver might be commanded to monitor one channel for control information in a vehicle control application.  It might also be commanded to monitor a second channel whose timeslots follow those of the first one by, say, four timeslots, on which the same control information is relayed through another transceiver (which would be commanded to repeat the messaged by a “Relaying Assignment” message).  The recipient would thus monitor both the direct and the relay path, and would process and output the first message received without error.  This process could also be used for time diversity transmission, in which the originating transceiver would be given two reporting assignments, to transmit the same message twice in succession.

3.1.2.6.2.6 Relaying Assignment

As noted, a transceiver can be commanded by the CS to monitor a channel for messages with a specific address (not its own), receive, and retransmit them unaltered on another channel (generally following the first channel by a fixed small amount).  The command to act as a relay generally comes as a result of the CS’s monitoring of overall net connectivity, and determination that a particular user transceiver is no longer properly connected (perhaps as a result of moving outside of the ground transceiver coverage area).  The CS then selects a particular transceiver to provide relaying services.  In some applications, particular transceivers are intended for relay use, placed and configured accordingly.  Enabling such a transceiver to provide such services to a particular user transceiver or group of transceivers is done simply by issuing a relaying assignment command to the designated relay, and corresponding listening assignments to the user transceiver(s).  

In situations where the intended user transceivers are beyond the range of ground transceivers, and so cannot copy the control channel on which such assignments are made, the CS can facilitate their reception by instructing the appropriate relay transceiver to relay the listening assignments on particular timeslots within the control channel.   (The CS remains silent itself during those timeslots to preclude interference).
3.1.2.6.2.7 Status/Connectivity Message 

Users respond to control messages with status/connectivity messages, which acknowledge receipt of the control messages and also report the new configuration, presumably changed to conform to the control messages.  Status/connectivity messages also report on the quality of reception the user has with other transceivers on the net.  They are sent on demand, in response to certain control messages associated with net entry, and at regular intervals during a mission, in response to reporting assignments.  They keep the CS informed of the configuration of each user and its connectivity, and the information they contain assists the CS in determining relaying needs.

3.1.2.6.3 Virtual Channels Used for Control 

A virtual channel is a set of timeslots with an associated rate, assigned to a particular function by the CS.  Several types of virtual channels are associated with control processes:

· Beacon  – Assigned to the CS, to transmit beacon and sub-beacon messages.  Must include timeslot 0, on which all beacon messages are transmitted.  May have whatever rate is deemed necessary to allow enough initial entry commands to be sent to meet time constraints on the initial entry process.

· Initial Check-in  – The CS chooses individual timeslots from this set, to assign to individual users for initial status reporting/net entry.   

· Contention  – Ordinarily, the CS will have within it the complete listing of all user transceivers that are participating in the mission, and will initiate initial response requests from this list.  Contention is an alternative means of net entry for transceivers that are inadvertently omitted from the list, using a contention process.  Since contention is inefficient because the likelihood of multiple occupancy of a contention timeslot and hence interference is high, it is viewed in FIT as an alternate means of entry to account only for errors in initial assignment.

· Control  – This set of timeslots is used by the CS to initiate or update the configurations of individual users, through the transmission of reporting, listening and relay assignment messages.  (In certain cases, under the control of the CS, a designated user can relay an assignment message over the control TSS.)  Since only the CS transmits on the control TSS, and all users are commanded to monitor it for assignment messages addressed to them, the CS can schedule assignment messages on it to any users on the net, in whatever sequence it chooses.

· Response  – Certain Reporting Assignment messages instruct users to respond once (with an acknowledgement or status/Connectivity message).  This virtual channel contains the set of timeslots from which the CS assigns individual responses.

3.1.2.6.4 Net Entry Procedure

When first powered, all transceivers are programmed to search for the beacon message (transmitted once per epoch on timeslot 0).  The beacon message enables initialization of transceiver timing and may direct the transceiver to monitor additional (sub-beacon) messages. .The beacon and sub-beacon messages also include individual transceiver configuration commands, addressed uniquely to the appropriate transceivers.  The transceiver monitors the beacon channel for these transmissions, and when it receives one addressed to it, it configures itself accordingly.  Embedded in this message is a command that causes the transceiver to transmit a reply message on a given timeslot, confirming that it has configured itself properly, and allowing the Control Segment to determine its timing with greater accuracy.  The CS subsequently sends a precise timing adjustment message to the transceiver. (Net timing is tied to GPS time, so suitably-equipped transceivers can establish more precise initial timing using GPS) The CS then sends reporting assignment messages to the transceiver, commanding it to originate the appropriate data stream within the net.  It also sends listening assignment messages, commanding the transceiver to receive incoming data and deal with it accordingly.  Both assignment types can be modified as necessary during the mission in response to changing demands.  In addition, relaying assignments can be made, as required.

3.1.2.6.5 Transceiver Configuration 

The assignments made during the net entry process instruct each transceiver on how to configure itself for the mission, as well as instructing it about the specific message streams it is to monitor and transmit.  During the mission, as requirements and system configuration change, the CS can reinitialize individual transceivers as necessary through transmission of reconfiguration messages with the same format. 

3.1.2.7 Header

Two header types are defined, depending on the protocol to be implemented.  Header type A is used for FIT applications and supports the entire set of functionality defined in this standard.  Header type B is backward-compatible with the RAJPO DLS in ARDS applications, and is used only with type 1 (736-bit) message (which are also RAJPO DLS-compatible).  The two header types support link layer protocols as follows.

· Protocol A (FIT): The general-purpose FIT protocol, which supports relaying and remote configuration and is appropriate for use with all FIT transceivers. 

· Protocol B (DLS/ARDS): The relaying/control protocol that DLS/ARDS employs.  Associated headers are of different lengths and implement relaying in a different manner than that covered in this standard.  This protocol option allows interoperability with installed ARDS equipment.

The two protocols/header types can be used together on the same net when some transceivers used on the net are RAJPO DLS transceivers.  In such situations, it will be possible for the CS to communicate with both sets of user transceivers by essentially segmenting net operation into two separate subnets, one using each protocol set.  Note that in such cases, transceivers using protocol A cannot communicate directly with (or provide relay services to) those using protocol B, or vice-versa.  

In other situations, where ground facilities are RAJPO/ARDS control facilities, the inclusion of protocol B in new FIT transceivers will allow such transceivers to be used along with RAJPO DLTs, using control techniques of the type developed for the RAJPO DLS (and hence not covered by this standard).

3.1.2.7.1 Protocol A Header

The message header is 80 bits long and is defined as shown in the table 12.

Table 12: Protocol A message header

Header Components
Length

Message ID
00 – Control

01 – Information

10 – Spare

11 – user defined

Source Address 
16 bits

Destination Address
16 bits

Port ID
4 bits

Message Sequence Number
3 bits: module 3 message numbering. 

Message Hop Counter
4 bits: incremented during relay

Message Type
8 bits, type of message

Control Word
8 bits, used in control message

Spare bits
19 bits: reserved for future growth

Each segment of the header is defined as follows.

· Message ID: Several type of messages allowed.  Control and Information messages are the most common.

· Source Address: The address of the message originator.

· Destination Address: The address of the intended recipient of the message. (Can be a group address)

· Port ID: A transceiver at an address can have up to 16 logical channels associated with it.  For example channel 1 might be the 1553 data bus, channel 2 the printer port, channel 3 the user display and channel 4 the Ethernet port.

· Message Sequence Number: This field is the sequence numbering of data frames.  Data received out of order can be reordered with the message sequence number. 

· Hop Counter: Decrement when messages are relayed.

· Message Type: type of message. 

· Control Word: This field provides information on the type of control information or configuration message. Provides status and some flow control when information messages are sent.  Also provides acknowledgement of received information frames.

· Spare: Spare bits for upgrades.

3.1.2.7.2 Protocol B Header

Protocol B header is compatible with ARDS and is defined in ARDS ICD-36088842.

3.1.2.8 Hybrid FDMA/TDMA Multiple-Access Concept

The multiple access method defined herein is a TDMA/FDMA hybrid.  The RF medium is divided into frequency channels or bands, which are in turn divided into time slots.  Only one user transceiver is assigned to transmit (occupy) a particular time slot.  There are 330 time slots per TDMA frame.  Ten TDMA frames comprise an epoch.  The 3300 timeslots within the epoch are uniquely numbered, to enable their unique assignment.  That is, a particular user could be assigned as a minimum one timeslot per epoch.  This implies a minimum regular reporting rate of 0.1 per second.  (In addition to regular reporting, a user could be requested in an appropriate reporting assignment message sent via the control channel to report some specified information only once.) 

3.1.2.8.1 Timeslot Architecture.

Timeslot assignments are normally made through reporting, listening and relay assignment messages from the CS, which develops them using the procedures described in section 4 of this standard.  The general architecture of the TDMA epoch is shown in the table below.

There are two types of epoch structures, depending on the protocol used.  If the ARDS protocol is used then an  epoch with DLS timing and assignment functions is used; otherwise the FIT protocol is used with  FIT epoch structure.  The table below shows the first portion of a typical FIT slot assignment structure (22 timeslots), with some example assignments.

Table 13: Example timeslot assignments

Slot
Function

0
Time reference from controller

1
Reserved

2
Control Channel A

3
Reporting Assignment 1

4
Reporting Assignment  2

5
Control Channel B

6
Reserved for Relay (RA#1)

7
Response Channel A

8
Reporting Assignment 3

9
Reporting Assignment 4

10
Contention Channel; initial entry

11
Reporting Assignment 5

12
Control Channel A

13
Reporting Assignment 1

14
Reporting Assignment 6

15
Reserved for Relay (RA#5)

16
Reserved for Relay (RA#1)

17
Response Channel A

18
Reporting Assignment 7

19
Connectivity Report; user 1

20
Time Reference from controller

21
Forced Relay of RA#7

22 through 328
Similar mix of assignments

Epoch time slots are numbered 0 through 3299.  Time slot 0 here is assigned to a time broadcast function which originates with the CS, and is used for initial (coarse) time alignment of  user transceivers.  This function could be repeated at regular intervals throughout the epoch, the spacing of which should be specified by the operator based on his trade-off between allowable delay time in the net entry process, and available capacity for this function.  Other assignments are as follows:

· Control Channel A: This channel repeats at 10-slot intervals (33 times per second), and is used by the CS to pass various assignment messages to users.   Each message can be to a different user transceiver, and would be transmitted over the ground site deemed by the CS to be best-connected to the particular user.  Since commands issued on this channel are of the type normally requiring a confirming response, it has an associated “Response Channel” (on timeslot 7), on which individual transceivers send “wilco” message acknowledgements.

· Reporting Assignment 1: This channel (which repeats 10 timeslots later, and is therefore very high rate) is assigned to a user transceiver for reporting high-rate information (e.g. TSPI from a high-dynamic test vehicle).

· Control Channel B: This channel is used for control broadcast data (such as GPS differential corrections), and does not require acknowledgement.  

· Reserved for Relay (RA#1): The CS anticipates the vehicle assigned the very-high-rate reporting assignment #1 will fly out of coverage during the mission, and so reserves a channel paired with the RA#1 channel (i.e., following each of its timeslots by a specified fixed amount) for relaying.  When the CS anticipates that relaying will be necessary, it assigns the function of retransmission of every message from the test vehicle in this channel to the appropriate party.

· Contention Channel: This channel is used for net entry in situations where the CS does not have knowledge of all users, and so does not broadcast an initial configuration message to a user on the control channel.  Use of this optional capability might involve a user-defined protocol where any user not configured at the start of the mission performs initial time synchronization, and then transmits a single request for assignment message on the contention channel, repeated at a random interval if not acknowledged.

· Connectivity report: as noted, each transceiver continually monitors activity on all timeslots and reports back to the CS the connection quality of each user.  This information is the basis of the net/ relay reconfiguration process performed by the CS.  A separate low-rate (perhaps once per 5 seconds) channel would be assigned to each user transceiver for this purpose.

Note that the various reporting assignments have different associated rates, and that some have associated relaying channels while some do not.  This is at the discretion of the CS and net operator, based on capacity and quality of service requirements, and anticipated mission geometry.  In some situations, it might be reasonable to assign one relay backup channel to data streams generated by multiple players, on the assumption that there is a low likelihood that more than one of them will require relaying at any instant.  

3.1.2.8.2 Multi-Net Operation

A user transceiver may be assigned to monitor and originate messages on time slots on different frequencies.  Since user transceivers generally have single receivers, assignments on different frequencies cannot occur simultaneously, but rather must be time-shared.  The table below lists reporting and listening assignments, illustrative of how a multi-net assignment could be set up.

Table 14: Example reporting and listening assignments

Action
Relay
Time Slot
Interval
Channel
Protocol

XMT
No
17
33
1
A

RCV
No
23
33
1
A

XMT
No
35
33
2
B

RCV
No
45
33
2
B

XMT
No
55
33
3
A

RCV
No
18
33
3
A

XMT
Yes
24
33
1
A

RCV
Yes
36
33
1
A

XMT
Yes
46
33
2
A

RCV
Yes
56
33
2
A

In this example the first time slot (17) is assigned for reporting (transmitting).  The 33-slot interval implies that ten timeslots per second are assigned to this function.  Relaying is not used, the net used is #1, and the protocol is A. Time slot 24 is assigned to the transceiver for relaying data from another user to the ground, again on net #1.  Time slot 35 is similarly assigned for transmission, but using the B protocol on net #2. In this situation the transceiver would dwell on net #1 until some time after timeslot 24, and then switch frequency to net #2 in time to transmit on timeslot 35.  Note that its listening assignment on timeslot 36 would require that it return to net #1 immediately after timeslot 35.  

Another type of frequency-changing occurs when frequency diversity is employed on a channel.  Frequency diversity can improve link reliability in situations where two frequencies are assigned to a net, sufficiently separated that their fading statistics are not tightly correlated.  When frequency diversity is employed on a channel, the transceiver transmits a message during the first half of the timeslot on the primary frequency, and the same message on the secondary frequency immediately afterward, during the second half of the timeslot.  The receiver monitors the primary frequency until halfway through the timeslot interval.  If by that time it has not detected preamble synchronization, it then switches to the secondary frequency and looks for a preamble there.  If it does detect the primary-frequency transmission, it receives and processes it, and does not change frequency.

Frequency diversity will be of value in some situations, but will not be used where available spectrum is limited.  When it is employed, single listening/reporting/relaying assignments will be used, indicating diversity, and a special control message will be transmitted telling all transceivers to associate the two frequencies with one another, as a single net.
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Figure  AUTONUM  Example multi network operation

Figure 11 shows an example of a multi operation net.  One net is operating on channels 1 and 5.  Channel 1 is used for F1 and channel 5 is used for F2.  The participants using the series of time slots comprised of series 1, 2, 3 and 4 are all operating within the same network.  Series 5 and 6 are using channels 2, 4, 3 and 7 and are on a different network.  During timeslot 2, participants 1 and 5 are transmitting at the same time, but on different channels.  A network of participants do not necessarily have to use a series of time slots on one channel but may hop among several channels if the network configuration allows it. 

3.1.2.8.3 Frequency Assignment

The FIT approach to efficient spectrum utilization is to employ a wide tuning range transceiver, and a transmitted signal whose bandwidth is as small as possible, consistent with required transmission rates.  The signal frequency can be commanded rapidly and automatically to lie anywhere within the tuning range.  Frequency assignments for a particular exercise are made in conjunction with the local frequency manager, based on compatibility with other RF systems that will be operating during the exercise/test.  In some situations, there may be permanent frequency channel assignments in place.  In others, channel assignment can be made immediately prior to the exercise (and passed to user transceivers during the configuration process).  In other cases, if undue interference is noted during the mission, a global frequency change can be commanded for an entire net.  Within these constraints, frequency assignments are made by the network operators.  For example, six channels might be assigned in the 1350 - 1390 MHz band, based on the nominal 2 MHz bandwidth, as shown below.

Channel
Frequency (example)

1
1352.000 MHz

2
1354.000 MHz

3
1356.000 MHz

4
1358.500 MHz

5
1361.000 MHz

6
1370.000 MHz

Here, deviations from the nominal 2-MHz spacing between channels are made to accommodate the presence of other signals, exclusion regions, and so forth.  

To illustrate available capacity, assume that three of these frequencies are available to support a training exercise, numbers 1, 4, and 6.  If no relaying is involved, and all players must report at a 0.1-Hz message transmission rate (i.e., 73.6 bits per second), a total of 9000 players could be accommodated, assuming that control channels take up 30 timeslots per second on each of the three nets.  

In a situation where users need not report on a regular repeatable basis, larger numbers could be accommodated using a strategy in which they enter the network only when they have something to say.  This mode of operation would involve the designation of a large number of contention channels (perhaps the major portion of an entire net), and the use of a high-rate control channel (perhaps the rest of that net) to issue reporting assignments based on requests received on the contention channel.  The reporting assignments would be to one of the other nets, and would involve a finite sequence of timeslots, of sufficient total capacity to meet the request.  (This mode of operation is very similar to the polling/working strategies used in trunked radio communications systems.)   Data transmission in the other direction could be performed on the control channel, or if the quantity of data is sufficiently high, through a listening assignment for a finite set of timeslots, and transmission on those timeslots by the CS.  

3.1.2.9 Transceiver Control Functions

The Transceiver Control/Processing Module exercises supervisory control over the other transceiver components, in accordance with commands received from the CS, and the host system on the platform to which it is connected.  Examples of such control, as implemented in various phases of transceiver operation, are described below.  The C/PM exercises control over the RF modules and interface modules in performing the several functions associated with processing incoming messages.  These functions include: 

· Message preamble detection and synchronization (RF Module)

· Symbol synchronization and recovery (RF Module)

· Doppler processing and complex symbol phase correction (RF Module)

· Message block deinterleaving, formatting and reconstruction (RF or C/PM)

· Error-correction decoding (RF or C/PM)

· Diversity combining and processing (RF and C/PM)

· Adaptive Equalization

· Header data stripping and processing (C/PM)

· Residual error-detection and management (C/PM)

· Transfer of received data to the proper IOM/peripheral device (C/PM)

· Management of acknowledgement/retransmission (as appropriate) (C/PM)

· Relaying messages (reformatting, recording and retransmission).  

The nature of these functions, and which module performs them, will vary with the transceiver configuration.  Some occur simultaneously, and some occur sequentially, over the duration of the timeslot in which the message is received, and the following timeslot.  Reception of a new message shall be possible on the timeslot immediately following that of a previous message (i.e., while the previous message is still being processed).   

3.1.2.9.1 Transmitting

The C/PM also manages the various processes involved with transmission of a message:

· Interfacing with message source (IOM)

· Processing and appending header information to message data (C/PM)

· Managing interleaving and forward error-correction coding (RF or C/PM)

· Appending the synchronization preamble (RF or C/PM)

· Controlling transmitter/modulation turn-on and transmission (RF)

· Temporarily maintaining an encoded copy of the message for retransmission, if required (C/PM)

· Retransmission of messages to be relayed.

Message transfer to the transceiver must begin no later than the beginning of the timeslot prior to that on which the message is transmitted, and the transceiver is capable of either reception or transmission of another message during that preceding timeslot. 

3.1.2.9.2 Transceiver Configuration

The C/PM configures the transceiver to receive, transmit and properly process messages on the appropriate timeslots and nets, in accordance with control commands received from the control segment of the net.  These commands include:

· Net/frequency/diversity information (perhaps involving time-sharing between multiple nets); multiple frequencies per net if frequency diversity is employed

· Reception Assignment: Listing of all message sets to be received, including (for each set) initial timeslot, repetition rate/interval (i.e., number of timeslots between adjacent messages of the same set), duration of process (i.e., count of total number of messages to be received), whether to check message address prior to further processing, protocol (e.g., ack/nak with appropriate reply timeslot identification), message handling instructions, I/O and COMSEC procedures 

· Transmission Assignment: Listing of all message sets to be transmitted, including (for each set) initial timeslot, interval, and total message count, addressing instructions, protocol, message origin and interfacing procedure, and retransmission/diversity transmission instructions.

· Relaying instructions, including reception/retransmission timeslots, readdressing data, and exception (detection failure) handling.

· Net entry/reentry/time alignment/synchronization instructions

· Status reporting instructions (for connectivity and transceiver status/BIT information)

Transceiver configuration commands will ordinarily occur prior to the beginning of the mission, but configuration changes (incremental or totally new) can be commanded at any point throughout the mission.  All configuration change commands require acknowledgement, and involve a sequence of steps to ensure continuity.

If I/O modules include COMSEC processing which employs over-the-air reloading of cryptographic variables, this function can be combined with the transceiver configuration process.

3.1.2.10 Diversity Combining

Depending on how they are configured, transceivers can employ a variety of diversity combining techniques, discussed below, either singly or in combination, to improve link reliability (message acceptance rate).  These can involve either a single RF module, or separate RF modules, and – with the exceptions noted below - are performed in the C/PM.

· Time Diversity – The same message can be sent sequentially on several timeslots, to improve either uplink or downlink performance in situations where strong impulsive interference is present.  When configured to do so, the C/PM compares the multiple received versions of the message, passing only one copy (the first one received that passes error detection) to its vehicle host.  (This process requires only a single RF module.)

· Frequency Diversity – The provision exists with the FIT waveform to transmit the same message twice on different frequencies within the same timeslot, on either the uplink or the downlink.  In such cases, the parameters that define the net on which the transceiver is operating include both primary and secondary frequency assignments.  The receiver in such situations listens first on the primary frequency; if it has not performed an initial preamble detection midway through the timeslot, it switches to the secondary frequency and attempts to detect the preamble there.  (This process also requires only a single RF module.)

· Antenna/Polarization Diversity – Some platforms and ground sites employ two or more antennas with mutually exclusive fading characteristics and/or polarization, to enhance reception quality.   In such cases, the antennas are connected to two RF modules, each of which processes the signal received on its antenna, and if one signal is received with errors, the other is selected and passed on for subsequent processing.

· Spatial Diversity – Multiple separate transceivers are generally employed at different fixed range sites, to provide full coverage and improve downlink reliability through spatial diversity.  These transceivers are programmed to pass on all received messages, whether correctly decoded or not.  (If error-correction coding fails, the “soft-detected” symbol sequence is passed to the control segment for combining and further processing.)  The control segment examines all copies it receives, from all ground transceivers, and selects one received without error.  If none is received without error, it combines the detected symbol sequences and attempts to decode the result.

3.1.3 Transceiver Input/Output Modules

A number of different programmable interfacing modules are defined by this standard, to facilitate interconnecting the transceiver with the wide variety of host systems/equipments found in range operations.  Only a limited subset of these will be developed initially, and new ones will be developed as future requirements/interconnection standards are developed.  The CP/M will be capable initially of accepting two such I/O modules, with eventual C/P modules accepting different numbers of I/O modules, as few as one (for man-carried low-power transceivers) to as many as four (for command and control facilities).

3.1.3.1 Host Range Control Facilities Interconnection Module

This module is used by transceivers installed at fixed locations on ranges, to enable their interconnection with the control segment, via fixed point-to-point range communications facilities.  It supports low-latency bidirectional communications with the control segment, and enables measurement of the time delays associated with range communications facilities, to adjust the timing of the RF signals from the transceiver, to maintain synchronism of slot timing among all fixed transceivers installed on the range.  It includes a variety of physical interfaces to common range communications facilities, including a high-speed serial port, a fiber-optic interface, and a T1 interface. 

3.1.3.2 MIL-STD-1553 Vehicular Interface

It is anticipated that the main platform interface will be MIL-STD-1553.  Other platform interfaces are allowed, which may include RS-232, RS-422, USB, Ethernet, etc.
3.1.4 Internal Interface Between I/O and C/P Modules

The interface connecting the transceiver to the I/O modules shall be standardized, to enable the development of a wide variety of I/O modules, and the rapid modification of transceivers by changing I/O modules in and out.  This interface carries ciphertext or unencrypted message data in both directions, control information for the I/O module, and control information for interaction with the host system.    

3.2 Control Function

The control segment (CS) exercises centralized net control functions and interfaces with host range recording and display systems, at ranges where centralized control is exercised.  (A subset of its functions can also be performed by user vehicular transceivers in situations of tetherless operation.  These will be discussed below.  The control segment interfaces with fixed range transceivers through range communications systems, with the system operator through an interactive PC display and keyboard, and with host range recording, display and control facilities through a variety of interfaces (cf. ARDS).  One CS can control one net or two nets operating in synchronism.  Alternately, different CSs linked by Ethernet or hard-wire can be used to control multiple nets.  A hot-standby CS can be employed at a different (backup) location (with connectivity to the same set of ground transceivers).  Separate CSs (perhaps located at different ranges with adjacent coverage) can be coordinated through landlines to maintain synchronism and seamlessness among the nets they control. 

3.2.1 Control Segment Functions

The control segment performs a variety of supervisory/control functions, discussed below, in conjunction with its net control responsibilities.  Functions are generally “semi-automated”, and involve close coordination with the system operator.  For example, proposed transmission/reception assignments formulated by the CS would be presented to the operator for approval and identification of potential problems, prior to transmission of configuration commands to individual user transceivers.  At any point in mission planning or execution, the operator can “force” changes in relaying or reporting configuration, enable net entry for user sets inadvertently excluded from initial planning, and otherwise override configuration parameters that have been determined automatically by the CS.

3.2.1.1  Pre-Mission Planning

Initial system configuration is determined through a pre-planning process, in which information on all players and their reporting/reception requirements are input to the CS.  Individual player latency constraints, and designated relaying constraints are also input.  From this information, the CS calculates timeslot assignments (and net assignments when multiple nets are required), and develops the entire set of transceiver configuration commands.  Upon review of these, the system operator enables the transmission of beacon messages from the network of ground stations, and subsequent net entry, transceiver configuration and net operation.  Ancillary functions include display of expected locations of transceivers during the mission, estimation of propagation between transceivers, recommendation of expected relaying assignments.  In installations where COMSEC is incorporated into IOMs, initial over-the-air variable distribution is also performed.

3.2.1.2 Initial Net Setup/Entry Management

The CS initializes ground transceivers through point-to-point range communications facilities, manages the processes by which the timing of these transceivers is brought into alignment with system time, and assigns timeslots to the individual ground transceivers for initial beacon transmission.  It develops lists of transceivers and sequentially polls (and performs time-alignment on) user transceivers to accomplish their entry into the system.  This process is repeated for transceivers that do not respond initially, until all are accounted for.

3.2.1.3 User Transceiver Initial Configuration

The CS forms a configuration command for each transceiver that establishes its initial configuration for the mission, based on stored information about the transceiver, and mission plans as established in 5.2.1.1, above.  (The process of downloading the configuration of each transceiver is performed in conjunction with over-the-air COMSEC variable distribution, when COMSEC is embedded in the transceiver IOM..)  A configuration command message is transmitted individually to each transceiver identified in the mission plan, or specified by the system operator.  Each transceiver, upon receiving and executing the command, reports its configuration back to the CS, and commences normal net operation. 

3.2.1.4 Net Management

During operation of the net, the CS monitors connectivity and other quality of service indications, and reports net status to the operator.  The operator through it makes new net assignments, oversees net entry of latecomers, and enables forecast or demanded changes in capabilities.  The CS displays a pictorial view of the net geometry and connectivity, and provides a graphical interface for the operator to select modifications to the system configuration.  In situations where two nets operate simultaneously in a coordinated fashion, a single CS shall be capable of controlling both.

3.2.1.5  Relay Management

Based on initial mission geometry and plans, certain transceivers are assigned relay tasks.  Throughout the mission, all transceivers periodically report connectivity to other transceivers.  The CS, starting with initial assignments, continually monitors connectivity quality to determine the suitability of current assignments and update those assignments to account for the changing mission scenario.  Whenever the CS determines that a current relaying assignment is ineffective or inferior to another allowable assignment, it prompts the operator to that effect, and suggests reassignment for his approval.  It continually informs the operator of alternatives (e.g., transceiver X need not relay through transceiver Y, since it has good connectivity directly to ground site Z), and transmits the necessary reconfiguration commands to bring about selected alternatives.

3.2.1.6 Net Dynamic Performance Monitoring

During mission execution, the CS continually monitors and accumulates statistics on system operation, and keeps a running estimate of system effectiveness, in terms of link reliability, minimization of capacity required by relaying and overhead functions, and achievement of latency goals.  It notes problems and recommended alternative corrective actions and logs these for after-action technical review.

3.2.1.7  Net Dynamic Reconfiguration

When the mission scenario or user host equipment calls for additional capabilities (e.g., a higher TSPI reporting rate during a critical mission phase), the CS recalculates transmission/reception assignments to provide the additional capabilities, and sends configuration upgrade messages to all concerned transceivers.  Configuration updating also occurs when requirements diminish, or when it is appropriate for particular user transceivers to exit the net or be handed over to another net.  Like all other control commands, these messages require operator approval and confirmation from all concerned transceivers.

3.2.1.8 After-Action Technical Review

The CS logs all significant actions and user parameters, for after the fact reconstruction of situations causing performance degradation or other problems.  After mission completion the operator can play back the particular portions of interest, and examine related data to determine problem sources and appropriate corrective actions, to apply to future missions.

3.2.2 Associated Control Messages

The bulk of the message data transferred through the net passes through it unread (indeed, enciphered), and is defined and formatted by end-user applications independently of this standard.  In contrast, certain messages are used instead to exercise control over the system, are identified as such in their headers, and are used exclusively by the transceivers.  In general, these messages are transferred on timeslots reserved for the purpose, and are not passed on to end users.  These messages are not enciphered.  They are discussed in Section 3.1.2.6.2, above, and  include:

· Initial Timing Messages, to enable initial coarse time alignment with the ground segment  (uplink only)(broadcast)

· Initial Round-Trip Time Measurement Messages, of two types, to refine the timing of ground stations relative to the CS, and of user transceivers relative to the ground stations, respectively.  Both uplink and downlink.(addressed)

· Initial Configuration Command Messages to user transceivers (addressed)

· Acknowledgment/Configuration Read-Back messages (addressed)

· Reconfiguration Messages, to modify a transceiver’s capabilities (addressed)

· Reporting Assignment Messages, commanding a transceiver to send certain data in a certain channel (addressed)

· Listening Assignment Messages, to command a transceiver to receive, process and pass on certain data on a certain channel (addressed)

· Relay Assignment Messages, to command a transceiver to receive and retransmit certain messages on certain channels (addressed)

· Net Exit Commands, and requests for same (addressed)

· Connectivity Reporting Messages, by which transceivers inform the CS of the quality of their connectivity to others. (broadcast)

· Frequency-Diversity frequency-pairing commands. (broadcast)

3.2.3 Tetherless Operation

In some scenarios, groups of user transceivers must function independently of ground facilities and a ground-based CS, either because they have moved beyond range of such entities, or because the scenario does not include a central control facility in the first place.  In such cases, transceivers are pre-designated to perform net control based on their connectivity, and exercise a subset of the control functions described above.

Chapter 4 -  Communications Security

The FIT message transmission and control process employs unenciphered control messages and header data, since there are no requirements for transmission/traffic flow security.  Similarly, the fixed-pattern synchronization preamble is not enciphered, to facilitate practical receiver matched-filter design.  Because the address information is not enciphered, the standard does not provide protection against traffic analysis, nor does it provide protection against jamming or low-probability-of-intercept (LPI).

On the other hand, message data can be enciphered, at the discretion of the user, consistent with mission requirements.  For instance, classified TSPI or telemetry data transferred by the data link can be enciphered prior to its being passed to the transceiver for error-correction coding and message burst assembly, and similarly deciphered subsequent to message recovery and error processing.  Cryptographic processing can be performed by the host prior to its transfer of message data to the data link transceiver.  Alternatively, certain I/O modules can include a cryptographic device, controlled by a processor within the I/O module, which interfaces with the C/PM.  (This approach will not be used in the initial dem/val equipment.)  

It is the intent of this standard, in defining these cryptographic approaches, to maintain all functions performed within the C/PM as BLACK, and to include only those I/O modules which perform cryptographic functions within the COMSEC engineering boundary.  Similarly, the EMC isolation between modules will minimize coupling problems.  COMSEC issues are not dealt with in detail in this standard; those I/O modules that perform COMSEC functions will be defined explicitly elsewhere, and will comply only with FIT internal interface requirements.  It may well result that such modules employ entirely different control/isolation strategies. (i.e., control and provision of prime power from the RED host equipment.)
Chapter 5 -  Satellite Communications

It is the intent of this standard to focus on line-of-sight air-ground and ground-ground applications, and link and control parameters have been selected consistent with the requirements imposed by such applications.  On the other hand, the current rapid expansion of commercial satellite communications systems clearly has military range applicability, and these systems will likely become integral parts of range communications infrastructures in the near future, when their characteristics and operating mechanisms have been sufficiently matured.  At present, the performance improvements these systems could offer have not been sufficiently determined or verified.

While this standard does not therefore address satellite communications explicitly, the high degree of flexibility planned for inclusion in the transceivers and Control Segment should enable future requirements for satellite relay to be accommodated readily within the data link control and connectivity structure.   With suitable tailoring, the control process should be suitable for low-latency satellite relay, depending on the nature of the control process imposed by the satellite system.  It is anticipated that operating frequency bands will be different, due to international allocations, and that greater output power levels will be required to sustain the greater ranges to the satellites, since in most applications, FIT operation will be power-limited.  Thus, it is highly likely that a new RF module will be required to operate with whatever low-orbit satellite communications system is selected for eventual range support use.  

Appendix A – SOQPSK and FQPSK Modulation Characterization

OQPSK as FM

Offset QPSK can be viewed as either a phase modulation or a frequency modulation.  Because the shaped variants of OQPSK are best interpreted from a frequency modulation viewpoint, we will adopt the FM description here.  If we use the notation commonly employed for Continuous Phase Modulation (CPM) waveforms, OQPSK is defined by 
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, the frequency pulse g(t), and the modulation index h, which is equal to 1/4 for offset QPSK. The 3-state values for i stem from the offset between the I and Q channels, which constrains the phase to either advance or retard by π/2 radians, or not change at all.
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Figure 1.  Frequency pulses for Offset QPSK variants.

For unshaped OQPSK, the frequency pulse g(t) is simply a unit-area delta function, ∂ (t).  In each bit period the frequency pulse is either present or absent.  If present, the phase will shift by π/2 radians, but it can only go in the “allowed” direction for that bit period.  Because of the offset between the I and Q channels, the allowed direction will depend on the current state, such that the signal will change in I value, or Q, but never both at the same time. The top trace in Figure 1 depicts the unshaped case.

The MIL-STD version of SOQPSK is depicted by the middle trace in Figure 1.  Again, the area of the frequency pulse is exactly π/2 radians, but the shape is rectangular, with a duration of one bit period.  This has the effect of shifting the phase of the carrier by exactly one-quarter rotation over a span of one bit (or one-half symbol).  The constellation and phase trellis for this waveform are depicted in Figure 2.  At any instant in time, the phase is either stationary, or is moving at a constant rate of one-quarter of the bit rate.  Viewed this way, SOQPSK appears to be a hybrid of QPSK and MSK.
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Figure 2.  MIL-STD SOQPSK constellation and trellis.

The bottom trace in Figure 1 represents the infinite family of other pulse shapes which will also shift the phase of the signal by π/2 radians in one bit period.  It’s important to note that all of these waveforms are perfectly constant envelope (as expressed in Equation 1); only the phase trajectory differs from one variant to the next.

It’s also significant that all of these variations of OQPSK can be demodulated with a conventional OQPSK demodulator.  For the BER simulation results presented below, a “standard” (unshaped) OQPSK demodulator is assumed.  For the measured BER curves, a custom FQPSK-B (Rev.A1) demodulator was used.  The FQPSK-B (Rev. A1) demodulator was able to efficiently recover the data from the SOQPSK-A and –B waveforms because all of these modulations are derivatives of offset QPSK.

Simulation Results

The frequency pulse shapes for two new variants of SOQPSK, which we call SOQPSK-A and SOQPSK-B, are essentially minor modifications of the impulse response for the familiar spectral raised cosine filter. The mathematical definition of the SOQPSK-A and SOQPSK-B shapes, g(t), are given by g(t) = n(t) * w(t), where
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As expressed above, n(t) is the impulse response of a spectral raised cosine filter with a rolloff factor of , and an additional time-scaling factor of B in the time argument. If used without windowing, n(t) would have infinite extent on the time axis, so we have applied a simple raised cosine window, w(t), to limit the duration of the frequency pulse. As in the earlier expressions, T is the symbol period (equal to two bit periods, since OQPSK carries two bits per symbol). The overall scaling factor A is used to normalize the pulse shape such that the phase shift induced by a single frequency pulse is π/2 radians. 

Note that the four parameters , B, T1, and T2 serve to completely define the frequency pulse shapes for SOQPSK-A and SOQPSK-B, as well as an infinite set of similar, and interoperable, waveforms. The specific values for SOQPSK-A and SOQPSK-B are tabulated below and the resulting pulse shapes are plotted in Figure 3.

Parameter
SOQPSK-A
SOQPSK-B


1.0
0.5

B
1.35
1.45

T1
1.4
2.8

T2
0.6
1.2

The total duration of the frequency pulse, after application of the raised cosine window, is T1 + T2. This time span is four symbol periods for SOQPSK-B and only two periods for SOQPSK-A, so the –A version could be implemented in a lookup table only half the size of that needed for the –B version. In either case, however, the table size is quite modest.

The proposed values for , B, T1, and T2 are not “optimum” in any mathematical sense. Simulation results have shown that a relatively gradual tradeoff exists in these parameters; combinations which more tightly confine the spectrum tend to degrade BER performance slightly, and vice versa. The two cases here provide a representative example of what can be achieved within this functional form
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Figure 3.  SOQPSK frequency pulse shapes.

Figure 4 shows the instantaneous frequency deviation of MIL-STD SOQPSK, along with the –A and –B variations.  Figure 5 depicts the corresponding phase trajectories.  As we will show later, the close similarity of these waveforms leads to interoperability with each other, and with unshaped OQPSK as well. 
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Figure 4.  SOQPSK frequency deviation.

Figure 6 shows the simulated power spectral density for the three versions of SOQPSK.  In this Figure, it becomes clear that changing the frequency pulse shape in the –A and –B versions has relatively little effect on the spectrum down to nearly the –30 dB point, but dramatically reduces the spectral sidelobes below that point
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Figure 5.  SOQPSK phase trajectories.
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Figure 6.  Simulated SOQPSK power spectral densities.

The fact that the PSD of the MIL-STD version of SOQPSK is so much broader at levels below about –30 dB is an artifact of the initial application of the waveform.  In the UHF SATCOM band for which SOQPSK was originally proposed and adopted, the link margin is typically only 10 dB or less, and interfering signals appear at relatively uniform levels (because the satellite is the common element in every link).  Therefore, there was no significant advantage to controlling the spectrum at the lower levels.  In terrestrial applications, however, interferers can be 60 to 70 dB above the desired signal (or more), so the superior containment of the –A and –B versions is extremely important.  It should be noted here that all of these versions of SOQPSK will interoperate with each other, with only very small differences in BER performance (about 0.25 dB at BER = 1e-5).

Figures 7 and 8 depict the eye pattern for the inphase channel of SOQPSK-A and –B, respectively.  The quadrature channel for both waveforms is identical to the inphase component, except for a one-half symbol (one bit) time shift  Both of these eye patterns are captured directly out of the modulator; they do not reflect the effect of any IF or post detection filtering at the receiver.
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Figure 7.  SOQPSK-A eye pattern.
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Figure 8.  SOQPSK-B eye pattern.

The apparently greater intersymbol interference (ISI) in the –B eye pattern stems from the fact that the frequency shaping pulse (see Figure 3) is both longer and has larger peak-to-peak excursions than the pulse for the –A version.  The net effect of the difference is that SOQPSK-A has a slightly narrower spectrum, but slightly poorer detection efficiency than SOQPSK-B (about 0.25 dB at BER = 1e-5).

Lab Results

The results presented above have been produced by computer simulation.  To corroborate the simulation predictions with results from measured hardware, we present data from the Advanced Range Telemetry (ARTM) Project at Edwards AFB.  The ARTM Project has extensive experience with Feher-patented FQPSK-B (Rev. A1), which offers performance comparable to SOQPSK-A and –B; these three waveforms could be considered as alternatives to each other for many applications.
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Figure 9.  Power spectral densities, without nonlinear amplification.
Figure 9 shows the PSD of FQPSK-B (Rev. A1) along with SOQPSK-A and –B.  The results in this plot are taken directly out of the modulator, prior to the non-linear amplifier in the ARTM test fixture.  Note that all three of the waveforms have nearly identical PSD characteristics down to about –25 dB.  Below that level, FQPSK-B (Rev. A1) is the most compact, SOQPSK-A is slightly wider, and SOPQSK-B is wider still.

One of the key features of the SOQPSK variants being explored here is that the waveform is purely constant envelope; there is no AM component whatsoever. This is demonstrated in Figure 10, which shows the PSD of SOQPSK-A both before and after a nonlinear amplifier (NLA) stage.  The spectrum is nearly identical on both sides of the NLA because there is no AM on the SOQPSK signal.  Essentially identical results were measured for SOQPSK-B; the NLA had no effect on the spectrum.

Figure 11 presents this same comparison for FQPSK-B (Rev. A1), using the same NLA.  The increase in occupied bandwidth for FQPSK-B (Rev. A1) is quite apparent.  The author can only speculate on the cause of this effect, but a potential explanation is that FQPSK-B (Rev. A1) has some amplitude modulation component.  If so, then this spectral broadening could be expected to vary from one amplifier to the next.
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Figure 10.  Power spectral densities for SOQPSK-A with and without nonlinear amplification.
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Figure 11.  Power spectral densities for FQPSK-B (Rev. A1) with and without nonlinear amplification.
In order to compare SOQPSK-A with FQPSK-B (Rev. A1) under NLA conditions, the corresponding traces from Figures 10 and 11, are plotted together in Figure 12.  Note that while FQPSK-B (Rev. A1) had a narrower spectrum than SOQPSK-A prior to the NLA, the reverse is true after the NLA.
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Figure 12.  FQPSK-B (Rev. A1), and SOQPSK-A Power spectral densities, nonlinearly amplified.

Of course, it’s well known that the spectrum of a modulated signal can be bandlimited by a wide variety of methods; each approach exacts its own penalty in BER performance.  The BER results presented in Figure 13 represent a comprehensive summary of the performance of SOQPSK-A, -B, and FQPSK-B (Rev. A1).

The three left-most BER curves compare the performance of MIL-STD SOQPSK with SOQPSK-A and –B, using computer simulation.  In the simulation, the demodulator is a completely conventional offset QPSK demodulator; no special pulse shaping is employed to approximate matched filter detection of the shaped waveforms.  It can be seen that this suboptimum detection strategy exacts a penalty of about 2.4 dB at BER = 1e-5 (relative to ideal OQPSK detection), but this penalty is the same for all three variants of SOQPSK (to within about 0.25 dB).  From this we conclude that existing MIL-STD SOQPSK modulators could be modified to generate SOQPSK-A or –B, with virtually no cost in detection efficiency, but considerable reduction in occupied bandwidth (in applications where the lower levels of the PSD are significant).  It is worth noting here that matched filtering for SOQPSK is feasible, as is trellis demodulation.  While the performance gains from these techniques are substantial, this is not addressed in the present paper.

The five right-most BER curves in Figure 13 are all taken using an FQPSK-B (Rev. A1) demodulator developed by RF Networks.  In these closely spaced curves (about 1.2 dB variation from best to worst), we find several interesting conclusions.  The best performance is achieved by SOQPSK-B through the NLA, and FQPSK-B (Rev. A1), but without the NLA.  These two curves are virtually identical.

The distortion of the FQPSK-B (Rev. A1) signal which is incurred in passing through the NLA (exhibited as sidelobe regeneration in the PSD) also exacts a BER penalty of about 0.7 dB, relative to the un-amplified version.

Virtually overlapping the NLA curve for FQPSK-B (Rev. A1) is the curve for SOQPSK-A without the NLA.  The right-most curve in the figure is for SOQPSK-A with the NLA.  It is interesting to note that, although the NLA has virtually no effect on the PSD of the SOQPSK waveforms, the BER performance does exhibit about 0.5 dB degradation at BER = 1e-5 due to the NLA.  The author is not familiar with the design details of the RF Networks FQPSK-B (Rev. A1) demodulator, so any explanation of this effect would be highly speculative.

Conclusions

The results presented here answer several questions concerning constant envelope (or near constant envelope) variants of offset QPSK.  First, we have provided a parametric description of a family of bandlimited, constant envelope OQPSK waveforms.  Two members of this family have been analyzed in detail, and shown to provide BER and spectral characteristics which compare favorably with Feher-patented FQPSK-B (Rev. A1).  We have shown by simulation that the BER performance of the –A and –B versions are within a small fraction of a dB of the MIL-STD version, using an ordinary offset QPSK demodulator.

In addition, we have shown via measured results from the ARTM lab that the members of the SOQPSK family interoperate with FQPSK-B (Rev. A1) in the sense that SOQPSK-A and SOQPSK-B have been correctly demodulated with a custom FQPSK-B (Rev. A1) demodulator.  When operated through a non linear amplifier, the BER performance of the SOQPSK-B is about 0.7 dB better than FQPSK-B (Rev. A1), which in turn, is about 0.5 dB better than SOQPSK-A.

These results suggest that the SOQPSK variants described here are viable alternatives to each other, as well as to FQPSK-B (Rev. A1), in applications where superior spectral containment is required, but detection efficiency cannot be compromised.
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Figure 13.  Combined BER results for FQPSK-B (Rev. A1), MIL-STD SOQPSK, SOQPSK-A, and -B
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